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Anne Fealey
Citi
Global Chief Privacy Officer

Anne Fealey joined Citi as its Global Chief Privacy Officer in November 2018. Prior to that, she spent almost five years as Prudential’s first global head of privacy, where she built and managed the firm’s global privacy program. Before joining Prudential, Anne spent almost a dozen years at American Express, the last seven of which she created and ran the privacy program for the global merchant and network businesses. Anne is a lawyer by training and is passionate about privacy and enabling the appropriate uses of personal data.

Anthony Gonzalez
QBE North America
Vice President, Divisional Information Security Officer

Tony Gonzalez joined QBE North America as Vice President, Divisional Information Security Officer in March, 2018. In his role Tony works closely with the North American IT and business organizations to drive and integrate global Cyber Security strategy throughout QBE’s North American businesses. He is also responsible for Cyber Security Compliance and Risk Management program development and implementation.

Prior to joining QBE, Tony has spent the last 20+ years in various IT and IT Security and Risk Management divisional and global leadership roles with Prudential Financial, Chemtura Corporation, Pfizer and Glaxo.

Robert Hoffman
Accenture
Executive Director, N.A. Government Relations

As executive director of Accenture government relations in North America since March 2018, Robert Hoffman leads a team of advocacy professionals to advance Accenture’s public policy agenda in the United States and Canada, reporting to Chad Jerdee, Accenture’s general counsel and chief compliance officer. Robert brings to Accenture three decades of public-policy experience, including 18 years as a global government relations advocate for some of the world’s most innovative and dynamic companies and developing deep policy expertise on relevant topics that include cybersecurity, data privacy, encryption, telecommunications, internet governance, and high-skilled immigration.

Matthew Coleman
Orrick, Herrington & Sutcliffe LLP
Law Clerk

Matthew Coleman is a Law Clerk in Orrick’s Cyber, Privacy & Data Innovation practice group in New York. Matthew leverages years of experience in researching, auditing, counseling, and litigating complex, multi-jurisdictional issues surrounding privacy, cybersecurity and information governance. Matthew is a Certified Information Privacy Manager and a Certified Information Privacy Professional with a specialization in United States privacy law. Matthew focuses his legal practice on helping clients develop global privacy programs to meet the requirements of an incomplete patchwork of privacy and cybersecurity laws, both in the U.S. and abroad, including the GDPR, CCPA and its progeny, GLBA, COPPA, FCRA, TCPA, CAN-SPAM and state breach notification and cybersecurity laws.